App Privacy Policy

SmartCap Technologies Pty Ltd built the Life app as a Commercial app and is intended for use as is.

This App Privacy Policy explains SmartCap privacy practices, the kinds of information SmartCap may collect, how SmartCap uses or shares that information, and how you can opt-out of a use or correct or change that information.

If you choose to use a SmartCap app, then you agree to the collection and use of information as set out in this App Privacy Policy. The Personal Information that SmartCap collects is used for providing and improving SmartCap apps and SmartCap services. We will not use or share your information with anyone except as described below.

1. DATA PROTECTION AT A GLANCE

The following notes provide a general overview of what is done with your personal data when you use a SmartCap app. Personal data involves all the information with which you can be identified as an individual. Detailed information on the subject of data protection is provided below.

Data collection: SmartCap does not collect Personal data when you use the SmartCap app.

Other non-personal data is collected automatically by our IT system as soon as you use a SmartCap app. This data is collected automatically as soon as you visit our SmartCap app.

What SmartCap does with your data? Some of the data is collected to ensure an optimum presentation of our SmartCap app content. Other data can be used to analyse a user’s activity.

SmartCap collects data and information (through third party products) on your phone called Log Data. This Log Data may include information such as your device Internet Protocol (“IP”) address, device name, operating system version, the configuration of the app when utilizing SmartCap service, the time and date of your use of the service, and other statistics.

Which rights do you have regarding your data? At any time, you are entitled to request free information about your stored personal data, its source, recipients, and the purpose of processing it. You also have the right to demand that your personal data is corrected, blocked, or deleted. For this, and for any other questions regarding
data protection, you can contact us by means of the address provided in the legal notice.

Furthermore, you have a right of appeal to the competent supervisory authority.

**Analysis tools and third-party tools** When you use a SmartCap app, your activity can be evaluated statistically. This is done mainly with cookies and with analysis programs. The analysis of your site activity is usually anonymous – your activity cannot be traced back to you. You can object to this analysis or prevent it by not using certain tools. For details, see the “General notes and mandatory information” below.

2. **GENERAL NOTES AND MANDATORY INFORMATION**

**Data protection**: SmartCap takes the protection of your personal data very seriously. We treat your personal data confidentially and in accordance with the legal data protection regulations and this data protection declaration.

When you use a SmartCap app, various personal data are collected. Personal data involves all the information with which you can be identified as an individual.

SmartCap would like to point out that data transmission via the Internet (e.g. when communicating by email) can involve security risks. It is not possible to completely protect the data from access by third parties.

**Note regarding the responsible body**: The responsible party for our SmartCap app is:

SmartCap Technologies Pty Ltd  
Unit 1, 18 Finchley Street, Milton Queensland 4064  
AUSTRALIA  
Telephone: +61 (0)7 3870 2554  
E-Mail: privacy@smartcaptech.com

The responsible party is the natural or legal person who, alone or jointly with others, decides on the purposes and means of processing personal data (e.g. names, email addresses, etc.).

**Revocation of your consent to data processing**: Many data processing operations are only possible with your express consent. You may revoke your consent at any time. For this, an informal email to us is sufficient. This does not affect the data processed legally before we receive your revocation.

**Information, blocking, deletion**: Within the limits of applicable law, at any time, and free of charge, you have the right to be informed about your personal data saved by
us, its origin, the recipient and the purpose for which it has been processed. You also have the right to have this data corrected, blocked or deleted.

3. DATA COLLECTION ON OUR SMARTCAP APP

Cookies: Cookies are small text files containing specific information about your access device (e.g. PC, laptop, smartphone) and are stored on the device by your browser.

Access data / server logfiles: Access data is used by SmartCap only for the purpose of operating, protecting, and optimizing of the SmartCap app contents. However, SmartCap retains the right to check such access data subsequently, if there are specific indications to suspect illegal use.

Google Analytics: the SmartCap app does not make use of Google Analytics.

4. RIGHT OF OBJECTION, CHANGES, CORRECTIONS, AND UPDATES

You have the right to obtain from SmartCap as to whether personal data concerning you is being processed; if that is the case, you have a right of access to the personal data and the information detailed in Article 15 of the GDPR.

You have the right to demand that SmartCap corrects incorrect personal data concerning you without delay, and possibly to complete incomplete personal data (Article 16 of the GDPR).

You have the right to demand that SmartCap deletes personal data concerning you without delay, provided that one of the reasons detailed in Article 17 of the GDPR applies, e.g. if the personal data is no longer necessary for the intended purpose (right of erasure).

5. PRIVACY PROTECTION OF CHILDREN

SmartCap does not knowingly collect information from children (under 13 years) or use it in any way. As a rule, we are not aware of the age of users of any SmartCap app, however, we have not taken any specific steps to protect such data in a particular manner.

Without the express permission of parents or a custodian, persons under the age of 13 years may not submit any personal data. Where we discover that a child under 13 has provided personal information, we immediately delete this information. If you are a parent or guardian and you are aware that your child has provided us with personal information, please contact the SmartCap responsible body so that we will be able to do necessary actions.
6. UPDATES

We may update our App Privacy Policy from time to time. Thus, you are advised to review this page periodically for any changes. SmartCap will notify app users of any changes by posting the new App Privacy Policy on this page. These changes are effective immediately after they are posted.